Colonel Christopher R. Paparone, U.S. Army

The contemporary operating environment often throws soldiers into situa-
tions where they must quickly establish working relationships with complete
strangers: soldiers from other tactical units, law enforcement personnel from
federal agencies, and relief coordinators from nongovernment organizations. ;
How is trust established quickly among those myriad groups? The author takes
a close look and discovers what it takes to develop swift soldierly trust.

A

MANY HAVE MARVELED at the military’'s  eration gap between junior officers and senior of-
successes since the Vietham war debacficers. These factors contribute to professional sol-
eroded Americans’ trust in their government and iliers’ trust of those who might direct them into
the U.S. Army. Performance in Grenada, Panambharm’s way.
the Persian Gulf, Haiti, Somalia, and the Balkans The Center for Strategic and International Stud-
did much to restore public trust in the Army as aes (CSIS) recently investigated trust within the
competent, reliable, and ethical institution. WherArmy's officer ranks. The study revealed that jun-
the sexual harassment and rape incidents at Abéf and midcareer officers mistrusted senior offic-
deen Proving Grounds, Maryland, and the raciallgrs® Another contemporary study linked the issue
motivated hate crimes at Fort Bragg, North Caroef lack of trust to a gap between Baby Boomer and
lina, again threatened to erode the public’s trust iGeneration X (Xer) officersXers “waited for the
the Army, the Army countered with competent, re-quality time’ with their parents that seldom came
liable, and ethical actions. Today, the U.S. Army enand learned to trust only themselves. To the ‘Xer,’
joys a remarkably high and consistent level of pubauthority was to be earned, not declared by position
lic trust? or fiat.”™ Xer officers tend not to predicate trust in
Obversely, soldiers have fluctuated in the amourthe Army on guarantees of lifelong careers or rank
of trust they invest in civilian citizenry, elected poli-as do Boomer officers. So, trust among Army of-
ticians, and senior military leadér&.social chasm, ficers is more and more a function of generational
often called the “civil-military gap,” has arisen from values. Clearly, soldiers’ trust in the institutional Army
the public’s unfamiliarity with and disassociation fromand in American political institutions is a serious and
the military caused by the general public’s lack oEomplex issue for the Army professiofal.
contact with the military since the end of conscrip- In this post-Cold War era of complex peace op-
tion. Politicians are also increasingly unlikely to haveerations, the Army finds itself working with an ar-
served in the Armed Forces; thus, they have diffiray of government agencies and nongovernmental
culty relating to military culture and the soldier’sorganizations (NGOs). Remarking on the competen-
working life. Senior military leaders appear to suceies of government agencies and NGOs, more than
cumb too easily to their political masters and budene Army officer in Bosnia has said something to
get appropriators’ whims, and there is a growing getthe effect: “Those guys couldn’t coordinate anything
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I other, the Army professional must know and under-

COnstructs cannot formally address stand three aspects of trust: the dimensions of trust,
all possible trustworthy and untrustworthy the value of trust, and trustworthiness.
behaviors, given the endless possibilities The Dimensions of Trust
of human interaction. Individual ethical Social scientists have found the concept of trust
behavior is really the same as individual  too complex to be able to develop a universal defi-
trustworthy behavior. This might be why  nition.*° Consequently, one must define trust contex-
establishing a formal organizational code  tually, meaning as it manifests itself in specific is-
of ethics tends not to work.  sues or in social relationships. Furthermore,
definitions of trust are based on common dimensions.
The dimensions of trust that | will consider are vul-

past the squad level, while we're left holding thenerability, institutions, and time. _
bag—trying to coordinate an entire nation-building Vulnerability . Vulnerability is the social uncer-
effort.” Trusting other agencies in the pursuit of comtainty associated with strangers, environments, or
mon objectives is certainly not a strength of Armysituations. This uncertainty is investigated as poten-
culture. tial-to-harm risks. Vulnerability in trust relationships
Trust among peers has been a traditional valugetween parties is contingent on emotional aspects
of the Army profession. The adage of “trusting your(fear and feelings of confidence or bonding), cogni-
buddy to protect your flank” applies to many Armytive aspects (preconscious expectations or predis-
activities outside combat. However, this dynamic ig0sition to trust associated with lifelong learning), or
changing with the advent of complex, dispersed, dpehavioral aspects (observable histories of reliabil-
noncontiguous operations and with the growing us# or of violations). _ ]
of ad hoc teams formed on the ground as military Vulnerability might vary in form, depth, or risk. In
operations unfold. Where formerly a soldier relieghe'r model of the grammars of trust, Blair H.
on a buddy to protect his flank, today the adag&heppard and Dana M. Sherman suggest this ma-
might be “trusting a stranger to protect your threetrix: shallow dependence (risks of unreliability and
sixty” because of the growing likelihood of neverindiscretion); shallow interdependence (risks of poor
having met the fellow soldier, sailor, marine, airmancoordination); deep dependence (risks of cheating,
or even civilian who now controls that soldier’s desheglect, abuse, and self-esteem; and deep interde-
tiny. In today’s Contemporary operating environmempendence (rISk of mlsmterpretatlon of the other’s
initial or swift trust of unfamiliar others is an impor- Needs}: In general, the deeper the dependence or
tant professional issue. interdependence, the stronger the trust relationship
Finally, the Army not only continues to sustainneeds to be. The more trust in the relationship, the
trust with its traditional allies, as part of its missionless vulnerable one will be.
to conduct military engagement, the Army also tries Gareth R. Jones and Jennifer M. George present
to build trust with newly democratic nations and everihree levels of trust that address this paradoxical
not-so-friendly competitorsThe goal of these trust- Strength-of-trust relationship: conditional trust, uncon-
bu||d|ng activities is to “promote democracy and hu.dltlon_al trust, and mStrUﬁ.CQndlthﬂ&l trust Is a State
man rights abroad The Army builds trust with for-  in Which both parties are willing to transact with each
eign militaries through military-to-military contacts, other, as long as each behaves appropriately, sees
exchange education, equipment sales, and interri€ situation the same, and can exchange ¥als.
tional training exercises. These missions of trusthe other hand, unconditional trust “characterizes an
building have military significance because futureexperience of trust that starts when individuals aban-
adversaries will likely attack the trust among coalidon the ‘pretense’ of suspending belief . . . because
tion allies as a critical vulnerability and perhaps aghared values now structure the situatidrDis-
the center of gravityBuilding and sustaining inter- trust is a state that results from the dissolution of
national trust as an operational mission is of growthe trust process, usually through betrayal. An inter-
ing interest to the Army professional. esting dichotomy arises from a connection between
Unfortunately, the Army offers little doctrine or these proposed levels of trust and the vulnerability
professional literature on how to address the requir@spects described earlier. In short, in the trustor-
ments for trust within and between organizationsirustee relationship, the deeper the vulnerability, the
Army professionals are left largely to their own ex-more desirable is unconditional trust. _
perience and learning. To avoid erecting barriers to Institutions. Institutions provide another dimen-
swift trust among individua|s’ teams, ager]cies, orSI-On thrpugh WhICh_ trust is defined. The institutional
ganizations, and institutions unfamiliar with one andimension of trust includes the habitual rules, struc-
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National Guard Bureau

tures, and reputation-building aspects tha
establish conditions for trust within an in$
stitution. Trust relationships within and:
amonyg institutions depend on leadership &
management, professionalism, organizatio J-""
design, technology, and time. 5

Leadership and management play a ke
role in initiating or setting conditions for in-
stitutional trust® Setting conditions for trust
include building competence (the extent toss
which members see the institution as effec.
tive), openness (seeing others as approack -+
able and honest), concern (a climate of sinﬂ
cerity and caring), reliability (behavioral ==
consistency and congruity), and identifica-
tion (perception of fairness in how the para-
dox of individual interests versus group in-
terests are managed).

Professionalism, another key ingredient
to building trust in organizations and insti- &
tutions, normally implies a shared ethos anc*
is a function of expertise or specialized
knowledge and skill, responsibility, perfor-
mance in a social context, and esprit de
corps, which derives from a sense of unity:

and from consciousness of being set apal A National Guardman working
from layment’ Professionals would rather with members of the New York
. . Police and Fire Departments at
change an untrustworthy organization or the World Trade Center. |
even exit it rather than participate in it. In = T ™~ = h‘

tha|1t re_gﬁrd,_ pr?fESSionals are tr?e thec’;ftiCrises often demand the establishment of
ca antitnesis of bureaucrats, who are charg q ¢ ot relationships among individuals, teams,

acterized by loyalty and blind obedience, re- ; Y TR
gardless of the professional climate ordJ€NCies, organizations, or institutions that are
culture of trust® Robert Bruce Shaw sug- Sirangers to one another. For example, when state
gests professional conditions are built byand local disaster-relief activities are organized
achieving results (following through on com- 0n the fly, responders must often work together for
mitments), acting with integrity (consistent the first time. Swift trust is built on a number of
behavior), and demonstrating concern (revariables, including reputation, conversation,
specting the well-being of othef8)Pro-  health, safety, investments, hierarchical position,
fessionally based trust, then, is the essencgerceptions of adaptability, cognitive illusion of

of social capital —the accumulated collec- mastery, presumption of trustworthiness, prospect

engagement and reciprocity. ’

A third ingredient in building trust in or-
ganizations and institutions is organizational desigrdesign, or how it fits with and builds trust with other
Organizational designs are diverse and can includgencies or organizations. Organizations sometimes
an owner-managed clan; an entrepreneurialombine to form networks, such as strategically al-
adhocracy; a divisionalized hierarchy (typical of U.Slied organizations. These networks often use legal-
Army organizations); cross-functional or matrixedistic measures such as formal contracts to build trust,
teams; or a postmodern netw8tOften, formal but these, too, are usually inadequate. Trust becomes
controls or constraints are used to build trust ithe only way to conduct affairs effectively. In these
owner-managed or divisionalized bureaucraciesnore loosely coupled designs, the most important an-
These formal mechanisms are often counterprodutecedents for trust are top leader involvement; har-
tive and inefficient, however. mony or equality among partners; and security by
Organizational design refers not only to arreducing uncertaint3?. Trust in the postmodern

organization’s internal design but also to its externaletwork organization is the conceptual converse
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of formal rules and becomes the effective way talevelop methods to increase the chances for form-
conduct affairs. ing swift initial trust relationships when a crisis hits.
Technology is a fourth part of the institutional di- Forming and sustaining institutionally based trust
mension of trust Technology becomes a substituteinvolves setting conditions through leadership and
for trust?* Technical management, promot-

control obviates the
need for the more un-
certain trust. For ex-
ample, an organization
might introduce robot-
ics, automation, or rule-
based technology to
monitor production
quality. Such technology

TrUSor

Vulnerability
Conditions

ing professionalism, de-
signing organizations,
recognizing the social
aspects of technical
systems, and making
the most of precrisis
time to lay the ground-
work for trust relation-
ships. Institutionally

takes quality control TRUST

based trust cuts both

from people and gives E@%ﬁ%@r ways: from within
it to machines. Tech- Institutional N (how members per-

nology becomes the ar- Conditions ceive trust) and without
biter of quality. At the TRUST (reflected in the abun-
end of the day, how- dance or scarcity of
ever, humans will still “social capital™—how
regulate the machines all parties will trust
and technical processes Figure 1. The Author’s Multidimensional Model of Trust the institution). Figure 1
to some degree; hence, depicts a synthesized
trust will continue to be an important component ofmodel of the dimensions of trust. Understanding trust
the institution. requires interpreting these dimensions within and
The last ingredient in forming trust relationshipsamong individuals and organizations.
in institutions is time, specifically, the amount of time.
available to form trust relationships. The robustnes.ghe Value of Trust )
of the initial formation of trust depends on the pre- Not only must Army professionals know and un-
disposition of the trustee or trustor. This predisposiderstand the dimensions of trust, they must also know
tion rests on things such as a trusting stance (tt@@d understand the value of trust. There are sev-
personal belief that things will turn out satisfactorilyeral ways to measure the value of trust. One is to
regardless of others’ trustworthiness), faith in humarfneasure trusts intangible (or soft-side) benefits. The
ity (the personal belief that strangers are trustwor@ther is to measure trust's tangible (or hard-side)
thy in ambiguous and novel situations), categoriza2enefits. However, both must be considered together
tion (how parties stereotype or perceive in-group ofvhen assessing the value of trust. 1 _
out-group identity), structural assurance (how the Currently, social scientists discuss trust's tangible
situation is bounded by legal safeguards, institutionaf@lue to personal or organizational relationships

rules, and regulations), and situational normalcy (howSing an economic metaphor. For example, trust is
familiar parties are in a given conte&t). social capital. Another metaphor is the cost-trans-

Time. During a crisis, there is little time to form action of trust. A third example characterizes mana-

trust relationships. Crises often demand the estagerial or leadership controls devised and imple-
lishment of swift trust relationships among individu-mented to enforce trust as direct or indirect
als, teams, agencies, organizations, or institutions thgPenditures (or sunk costs) of trust establishment.
are strangers to one anottefFor example, when Rule-based technology, such as the Department of
state and local disaster-relief activities are organizégefense’s (DOD’s) Planning, Programming, and
on the fly, responders must often work together foBudgeting System (PPBS), epitomizes this kind of
the first time. Swift trust is built on a number of vari-managerial control. Yet, the most interesting phenom-
ables, including reputation, conversation, healtf€non about the economic metaphor of trust is that
safety, investments, hierarchical position, perceptiori€ Metaphor loses some of its explanatory power
of adaptability, cognitive illusion of mastery, presumpin one key aspect: through use, trust grows, not di-
tion of trustworthiness, prospect of future interaciminishes. o _ ,

tion, and role clarity’ Time, as a dimension of trust, When used in lieu of managerial control to influ-
increases in importance as vulnerability increase§nce organizational behavior, trust has many benefits.
Professional institutions use slow activity periods td fust permits self-regulation, a cornerstone of knowl-
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edge-based and team-based postmodg

=By e L] f oot
management theory. Trust contributes ric Ty & v""|
only to efficiency but also to effectiveness. = H -3
One study found that trust accounts for onge L 2 -
quarter of the impact on all factors assogi Ny .
ated with organizational effectivene®s.> : i :

Trust has obvious strong economic value.
When considering trust’s intangible ben
efits to an organization, one finds that trus
enables positive organizational benefits th
are economically immeasurable. Trust en
ables organizational members more freedol
of action, innovation can blossom, and it en
courages professionalism so ethical value
and trustworthy behavior can expand. In
creased organizational trust also yields mo
organizational strategic integration whe
pursuing superordinate go&lsVith grow-
ing workplace diversity in gender, ethnicity,
race, and nationality, a healthy presence @
trust contrasts sharply with betrayals of trusj
Betrayals of trust might be categorized a — . -
contract-type violations, communication-typerrofessmnallsm, another key ingredient to building
violations, or competence-type violations.trust in organizations and institutions, normally
Contract-type violations are those that harmimplies a shared ethos and is a function of expertise
expectations, boundaries, consistency, and @ specialized knowledge and skill, responsibility,
forth. Communication-type violations debili- performance in a social context, and esprit de corps,
tate members’ wilingness to share informayyhjch derives from a sense of unity and from

tion, to tell the truth, to maintain confidenti- ; ;
"l : ' " consciousness of being set apart from laymen.
ality, to give feedback, or to speak with 9 P 4

purpose. Competence-type violations include . ) o .
disrespecting others’ knowledge, skills, abilities, and 0 Encouraging experience with risk-taking and
judgment® Betrayals of trust are manifested by dis-€XPerimentation. o
crimination, indiscretion, unreliability, cheating, abuse, [ Making signs of trust and collaboration visifile.
neglect, self-esteem, poor coordination, and unantici- While there is much to commend in the list above,
pated situation¥. some items might not translate easily into action.
Betrayals can tear an organization apart, and rélevertheless, trustworthiness has three subsets:
building or healing betrayals of trust use up signiﬁbundlng trust, sustaining trust, and rebuilding trust.
cant organizational resources, especially time. Ndturthermore, trust-building seems to rest on three
only is there an immediate real and concrete cofpundational cornerstones: ethics, culture, and orga-
to betrayals of trust, but usually, there also are hid?ization development (OD). _
den costs associated with second- and third-order Ethics. Ethics and individual trustworthiness are
effects of betrayal. Furthermore, failure to addresgctually parallel, if not synonymous, concepts. In the

the intangible aspects of trust can be devastating?cademic community, social scientists build con-
expensive. tructs to discuss and test ethics and individual trust-

. worthiness separately, usually along the lines of
Trustworthiness “schools in the academe.” These constructs usually
Trustworthiness simply means being worthy ofdescribe what unethical behavior is, establish
trust. There are no easy paths for leaders or manerms to restrict such behavior, and then articulate
agers to be worthy of trust. Some observers afermal ethical standards or policies in some sort
rather prescriptive. For example, Shaw argues thaf code®

.:".
r

trustworthiness should be built through— Unfortunately, these constructs cannot formally
o Living by genuinely shared values and operataddress all possible trustworthy and untrustworthy

ing principles. behaviors, given the endless possibilities of hu-
o Sharing a common vision or view of the world.man interaction. Individual ethical behavior is really
0 Enhancing familiarity across groups. the same as individual trustworthy behavior. This
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High Trust High-value congruence Trust but verify

characterized by
* Hope Interdependence promoted Relationships highly segmented and bounded
: Ealt?' g Opportunities pursued Opportunities pursued and down side risks
' A;)sr,]ulrair(];ze New initiatives vulnerabilities continually monitored
* Initiative
. Undesirable eventualities expected and feared
Casual acquaintance .
Low Tryst Limited interdependence Harmful mofives assumed
characterized by . Interdependence managed
+ No hope Bounded, arms-length transactions _ _
* No faith Professional courtesy Preemption: best offense is a good defense
* No confidence Paranoia
* Passivity
* Hesitance Low Distrust High Distrust
characterized by characterized by
* No fear * Fear
* No skepticism * Skepticism
+ No cynicim * Cynicism
* Low monitoring *Wariness and watchfulness
* No vigilance * Vigilance

Figure 2. Integrating Trust and Distrust: Alternative Social Realities.
From Roy J. Lewicki, Daniel J. McAllister, and Robert J. Bies, “Trust and Distrust: New Ralationships and Realities, * Academy of Management Review, Vol. 23, No. 3, 445.

might bewhy establishing a formal organizationaltudes and behaviors. Lewin emphasizes that all
code of ethics tends not to wotk. groups and organizations are different. Therefore,
Given this reality, the task then becomes detemanagers must diagnose each situation before in-
mining how to enhance or encourage informal mearigrvening?’
(group norms and values) to encourage trustworthiness.Organization development One promising
These informal means are preferred to manageriglay to achieve trustworthiness is found in the OD
or leadership controls in handling specific situationafield. OD is a management and leadership philoso-
aspects of trustee-trustor relationships. Identifyingphy that recognizes Lewin’s notions of the unique-
and reinforcing the desirable informal norms and valress of each situation. The OD approach suggests
ues set boundaries for trustworthy behavior and uthat managers first assess competing group values
derwrite the art of leadership and management. and norms and leadership values and norms present
Culture. Shaw's recommendations for sharingin the organizational culture. Managers should then
values and vision, building familiarity, encouraginguse the assessments to build collaborative strategies
risk-taking, and collaborating reflect the cultural nato improve values and norrifs.
ture of trust in organizations. Unfortunately, little A contemporary twist on Lewin’s theory and OD
guantitative evidence exists to support the conclyshilosophy presents enforced self-regulation as the
sion that management’s attempts to shape an orgaechanism to use to achieve an ideal organizational
nizational culture of trust result in better organizastate of trustworthines$Self-regulated or self-man-
tional effectivenes®. aged relationships rely on strong informal group pres-
Even so, human-relations theorists have been esdres to enforce trustworthy behavior. Formal man-
pousing for five decades the need to build trusagement-regulated norms and values become
through employee empowerméhtor example, important substitutes only when informal ones do not
Kurt Lewin’s concept of quasi-stationary equilibriumachieve self-regulating trustworthiness. Formal
is a classic, empirically based theory of how the prostructure and rules applied prudently might set con-
cess of changing social habits and group standardiions or might facilitate the eventual building, sus-
can build organizational trust. The process involvetaining, or rebuilding of informal means (group norms
unfreezing these undesirable habits and standardg)d values).
usually through some catharsis that causes an emo-According to the enforced self-regulation ap-
tional stir up, teaching new ones, and then refreeproach, the ultimate management and leadership
ing these as the desirable state. Lewin’s processsgfategic objective is to build informal, self-regulated
based on empowering work groups to provide th&ustworthiness in an organization. Under this rubric,
necessary positive pressures—Lewin uses the methe ideal culture of trustworthiness emerges with-
phor of a force field—that achieve the desired attiout recourse to management and leadership inter-
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High High ’
Trust Trust
Low Low
Trust Trust
Low High Low High
Distrust Distrust Distrust Distrust

The author proposes an assessment-based view (ABV) of trust based on the integrative model described in Figure 2. Instead of a cause-effect view of
trust, the pattern associated with trust in each situation provides more insight to the manager or leader in what to do, if anything, about the trust situation.

vention. Thus, some postmodern management theorganizations in transition, such as the Aféira-

rists have predicted the end of mamaget as the ditional views place trust and distrust at opposing
outcome of building a self-managedyanization ends of a continuum: trust is good, while distrust is
of the future’® The ideal way to trustworthiness is bad. In contrast, the new model sees trust and dis-
through democratic reform in the workplace, that isirust coexisting in workplace relationships. Figure 2
through full employee empowermeht. depicts the author’s postmodern construct of trust.
_ Even after 50 years of compelling recommendaniotice that instead of a linear diagnosis, this inte-
tions by organizational researchers, managers apghtive model offers what postmodern complexity

leaders do not cultivate informal group pressures Bng chaos theories would refer to as deep pattern-
increase trustworthiness in their organizations. Inyg: it depicts the trust-distrust relationship as

stead, they usually focus on the comparatively softgf 544
aspects of workgroup roles and norms. FUIthermore, ;e the future development of reliable, valid as-

implementing wholesale democratization in the,occment tools - ot
. ; X , profiles of group or organizational
workplace ignores the complexity of the trustwor ustworthiness might look something like figure 3,

thiness issue. After all, it only takes a couple of bad :
' - ich | call the assessment-based view (ABV). The
apple employees or crass managers to ruin such V offers a paradoxical approach for(anz;/h)/zing

ideal state. While democratic principles are admi: : . . : .
rable in the workplace, management and Ieadersgﬁdﬂe trustworthiness of relationships ranging from in-

would then become largely matters of employin Ividual to international. ABV has intuitive appeal to
political resources to manage conffict. the practitioner and helps explain better than exist-
Full-scale workplace democratization woulding models why fostering trustworthy individuals and
acerbate office politics and might lead to power-fragordanizations is not simply a matter of linear cause
menting arrangements of factions, coalitions, interand effect. Human relationships are more complex
est groups, and the inevitable tyrannical majorityin the postmodern workplace and in the international
Today’s managers and leaders might not have tr@ena, and the ABV model portrays the contingent,
competencies required for developing consensus ugaradoxical pattern of dynamic trustworthiness
ing political resources. Few higher education profound there. ABV might be the most promising way
grams provide practical ways to manage and lead understand and appreciate the best possible state of
with these democratic power arrangements. Petrustworthiness in individuals and organizations be-
haps the unconditional trust that Jones and Georgause ABV judges trust according to each situation.
emphasize is a bridge too far for today’s managers Trust in organizations is highly complex and para-
and leaders, especially those working in the U.Sdoxical. Given the soft variables associated with vul-
Army. nerability, institutions, and time, we can better ap-
. preciate the dimensions of trust and gain insight into
New Paradigms? . the value of trustworthiness in the Army. Although
Researchers are developing a new, compl

> o ere are no magic bullets to develop trustworthi-
model to examine issues of organizational trust a

\ ; ss, managers and leaders can at least better grasp
distrust. The model might prove useful to postmoderg, st's paradoxical nature. The art of management

MILITARY REVIEW 1 November-December 2002 51



and leadership must include developing intuitive waysironment—the Army’s operational units.
to develop trust because scientific ways are unlikely. The Army should make a radical change in how
. it uses PPBS. PPBS has demonstrated to Congress
Recommendations to the and the Services its value as a successful require-
U.S. Army Professional ments and budgeting accountability tool; yet, its ex-
To offer specific recommendations, | return to solcessive management controls leave leaders little
dier trust and what U.S. Army professionals can dgoom to exercise discretion, initiative, innovation, or
| will briefly address recommendations for copingtrust-building.
with trust in its numerous venues: public trust, insti- The Army should adopt popular management
tutional trust, cross-organizational trust, swift trustparadigms, such as total quality management, pro-
and cross-national trust. Finally, | will address ascess reengineering, or balanced scorecard, but with-
pects of trust as an important factor in planningut harming institutional trust. We must be careful
operations. not to inadvertently displace strong institutional trust
Public trust. U.S. Army professionals should With management controls.
continue the policy of full disclosure of trust and in-  Cross-organizational trust. The Army should
cidents of betrayal through the news media and deénhance boundary-spanning opportunities for young
rectly to the general public; include formal measuregfficers and noncommissioned officers (NCOs)
of public trust as evidence of the Army’s overall or-€arly in their careers. The more experience young
ganizational effectiveness; and continue iofoece  leaders have with a wide range of agencies and for-
the Army’s unique civil-military relatioships en-  €ign groups, the better. Leaders should find ways
hanced by a large, well-resourced hometow#p capture individual learning in these situations and
Reserve Component and formal public outreackd share insights. The goal is to shape leaders to be
programs. more tolerant of ambiguity and uncertainty.
Institutional trust. Military leaders should focus ~ The Army should continue the trend of training
on building small teams (squads and sections) as tfesimulate cross-organizational relationships before
principal strength of a future self-leading Army ancdsoldiers enter real-world operations; ask an increas-
offer tools to small-unit leaders to assess trust in varidg number of other agencies to participate in train-
ous situations as a critical measure of mission readRg; and offer other means of exposing U.S. Army
ness. DOD and the Army have long struggled wittprofessionals to a wide range of agencies. This might
finding soft, or human, measures of readinesdnvolve using group training sessions to expose cul-
Readiness is currently measured with hard data cefal patterns of trust among participants. Also, the
tered on logistics, personnel, and training measure8rmy should teach the theory of trust in the officer
Perhaps trust assessments would signal a significa@ld NCO education systems. .
change in readiness emphasis. The ABV model The ABV model of trust looks promising as a tool
looks promising in this regard. to assess specific situations of trustworthiness in
Currently, Army Transformation goals and pro-Cross-organizational relationships. The model also
cesses are driven from the top, down. Leade@ffers a common language various organizations can
should instead develop ways to increase participaise to discuss trust issues openly.
tion and creativity from the bottom, ¢plLeaders  Swift trust. There is no substitute for profes-
need to increase group linkages between ranks afpnalization of the soldier. When a professionally
hierarchical power positions by establishing continucompetent soldier recognizes another professionally
ous advisory or steering committees that engage gPmpetent soldier, swift trust results, and betrayal
levels. For example, those who serve in self-lead?€comes rare. As with cross-organizational trust,
ing Army teams might offer great insight into the sectraining with soldier-strangers will teach coping
ond- and third-order effects of policy at the Departmechanisms for real-world missions that require
ment of the Army level. swift trust. o
The Training and Doctrine Command (TRA- Cross-national trust. This might be the Army
DOC) should be transformed into a network orgaprofessional’s greatest challenge. The value of trust
nization that would provide the field Army a forum differs tremendously across nations and cultures.
for the exchange of ideas to quickly influence docAgain, the ABV model looks promising in assess-
trine, organization, and Army culture. TRADOC ing specific situations of trustworthiness in cross-
would become an information manager, discussiofational relationships. _
facilitator, and referee. Such a transformation would As with building appreciation for cross-organiza-
involve a new power arrangement that would capitional trust and swift trust, there is no substitute for
talize on information technology. For example training with foreign partners. Multinational training
TRADOC could no longer veto or filter Army exercises build trust, but the professional soldier must
lessons learned. The power to change would be digarn that social capital and political capital are dif-
persed among those who deal with the external eférent things? The best state of political trust achiev-
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able with another nation’s military might be the “trustoperations as part of a larger campaign already un-
but verify” situation located in the upper right-handder way. In such operations, combinations of swift
block of the integrated model of trust-distrust in fig-and institutional trust are necessary.
ure 2, while social trust might exist among profes- Trust is essential to all human interactions. Per-
sional soldiers on a different plane. haps trust is most important in interactions that de-
Trust as a planning factor. Some military op- mand trust from complete strangers. Understand-
erations are precipitated by crisis. The war withing what trust is and how it is built, or conversely,
Serbia and current operations in Afghanistan exentrow it is destroyed, should be basic knowledge to
plify this type of operation. These quick-reaction situ-every warfighter. Even more important, however, is
ations engender a sense of urgency in which swiknowing how to engender trustworthiness—being
trust among strangers becomes essential to missiamrthy of trust—among individuals or among orga-
accomplishment. On the other hand, some militarpizations so that they can form effective teams and
operations are preceded by planning periods basedtworks that can accomplish the most complex and
on treaties and agreements. The United States’ inthallenging tasks and on whose success rests the
tial deployments of units to the Sinai, Bosnia, andNation’s survival. No other knowledge can be more
Kosovo fall into this category, as would follow-on important to Army professionalsir
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